СОГЛАШЕНИЕ О СОТРУДНИЧЕСТВЕ

г. \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ "\_\_" \_\_\_\_\_\_\_\_\_ 20\_\_ г.

Государственный комитет цен и тарифов Чеченской Республики, именуемый в дальнейшем «Регулятор», в лице Председателя Сайханова Адама Ахмедовича, действующего на основании Положения, с одной стороны, и

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, именуемое в дальнейшем «Удостоверяющий центр», в лице \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, действующего на основании \_\_\_\_\_\_\_\_\_\_, с другой стороны, совместно именуемые Стороны, заключили настоящее Соглашение о нижеследующем.

1. ПРЕДМЕТ СОГЛАШЕНИЯ

1.1. Стороны договорились о совместных действиях по организации и функционированию системы защищенного электронного документооборота Регулятора по телекоммуникационным каналам связи на территории Чеченской республики.

1.2. Отношения между Сторонами настоящего Соглашения, а также иными участниками электронного взаимодействия, реализуемого посредством регионального сегмента данных федеральной государственной информационной системы «Единая информационно-аналитическая система Федеральной службы по тарифам» (далее по тексту – «Система»), регулируются: Федеральным законом от 06.04.2011 N 64-ФЗ "Об электронной подписи" (далее – Федеральный закон №64-ФЗ), Федеральным законом от 27.07.2006 N 152-ФЗ "О персональных данных", Федеральным законом от 27.07.2006 N 149-ФЗ "Об информации, информационных технологиях и защите информации", Приказом ФСБ России от 29 декабря 2011 года № 796 «Об утверждении требований к средствам электронной подписи и требований к средствам удостоверяющего центра», другими федеральными законами и нормативными правовыми актами.

Настоящим Стороны подтверждают и признают, что термины «электронная подпись», «ключ электронной подписи», «ключ проверки электронной подписи», «удостоверяющий центр», «сертификат ключа проверки электронной подписи», «средства электронной подписи», «средства удостоверяющего центра», а также иные термины понимаются в смысле, определяемом в соответствии с Федеральным законом №64-ФЗ.

1.3. Обмен документами в электронном виде по телекоммуникационным каналам связи осуществляется Регулятором с абонентами (далее – «Абоненты»), подключенными к Системе.

1.4. Удостоверяющий центр обязуется оказывать следующие услуги Регулятору, а также всем Абонентам, заключившим с Удостоверяющим центром возмездные договоры на оказание соответствующих услуг и осуществляющим обмен электронными документами с Регулятором посредством Системы:

* создавать и выдавать сертификаты ключей проверки электронных подписей Абонентам;
* устанавливать срок действия сертификатов ключей проверки электронных подписей (далее также – «сертификаты»);
* выдавать по обращению Абонентов средства электронной подписи, содержащие ключ электронной подписи и ключ проверки электронной подписи или обеспечивающие возможность создания ключа электронной подписи и ключа проверки электронной подписи Абонентом;
* вести реестры владельцев зарегистрированных сертификатов, а также выданных и отозванных (аннулированных) Удостоверяющим центром сертификатов ключей проверки электронных подписей;
* создавать на основании обращений Абонентов ключи электронных подписей и ключи проверки электронных подписей;
* осуществлять по обращениям Регулятора и/или Абонента проверку электронных подписей;
* оказывать иные услуги удостоверяющего центра, определенные Федеральным законом от 06.04.2011 N 64-ФЗ "Об электронной подписи", иными федеральными законами и принятыми в соответствии с ними нормативными актами;

Права Удостоверяющего центра на оказание услуг по передаче средств электронной подписи и создание ключей электронной подписи и проверки электронной подписи подтверждается следующими лицензиями:

* лицензия на право предоставления услуг в области шифрования информации (Приложение №1 к настоящему Соглашению);
* лицензия на осуществление деятельности по техническому обслуживанию шифровальных (криптографических) средств (Приложение №\_ к настоящему Соглашению);
* лицензия на право распространения шифровальных средств (Приложение №\_ к настоящему Соглашению);
* \_\_\_\_\_\_\_\_\_\_\_\_ (Приложение №\_ к настоящему Соглашению).

1.5. По требованию Регулятора и/или Абонента Удостоверяющий центр предоставляет документы, подтверждающие соответствие средств Удостоверяющего центра требованиям, установленным Федеральным законом от 06.04.2012 г. №63-ФЗ «Об электронной подписи».

1.6. Настоящее Соглашение заключается на безвозмездной основе.

2. ПРАВА И ОБЯЗАННОСТИ СТОРОН

2.1. Для целей настоящего Соглашения и при организации электронного взаимодействия в рамках Системы Регулятор вправе:

2.1.1. использовать реестр отозванных (аннулированных) сертификатов ключей проверки электронной подписи для проверки действительности сертификатов, созданных и выданных Удостоверяющим центром;

2.1.2. применять сертификаты для проверки ключа электронной подписи в электронных документах;

2.1.3. обращаться в Удостоверяющий центр для проверки подлинности электронной подписи, сертификат ключа проверки которой был выдан Удостоверяющим центром.

2.2. Регулятор обязуется:

2.2.1. в случае использования в Системе квалифицированных электронных подписей, использовать для их создания и проверки, а также для создания и проверки ключей квалифицированных электронных подписей средства электронной подписи, получившие подтверждение соответствия требованиям Федерального закона №63-ФЗ;

2.2.2. обеспечивать конфиденциальность ключей электронных подписей на стороне Регулятора;

2.2.3. обеспечивать соблюдение иных требований Федерального закона №63-ФЗ и принятых в соответствии с ним нормативных актов.

2.3. Удостоверяющий центр вправе:

2.3.1. отказать в предоставлении сведений, содержащихся в реестрах Удостоверяющего центра в случае, если объем запрашиваемых сведений не соответствует законным целям их обработки, указанным в запросе на предоставление сведений.

2.4. Удостоверяющий центр обязуется:

2.4.1. оказывать услуги в соответствии с требованиями Федерального закона №63-ФЗ, иных федеральных законов, принятых в соответствии с ними нормативных актов;

2.4.2. обеспечивать Регулятору доступ к реестрам, в т.ч. к реестрам отозванных (аннулированных) сертификатов;

2.4.3. использовать для создания сертификатов средства Удостоверяющего центра, соответствующие требованиям, устанавливаемым в соответствии с Федеральным законом №63-ФЗ;

2.4.4. обеспечивать конфиденциальность, целостность, актуальность и достоверность реестра выданных сертификатов, зарегистрированных владельцев сертификатов;

2.4.5. проверять уникальность ключей проверки электронных подписей при создании сертификатов;

2.4.6. обеспечивать конфиденциальность создаваемых Удостоверяющим центром ключей электронных подписей;

2.4.7. при выпуске сертификатов, владельцами которых являются юридические лица, помимо сведений о юридическом лице вносить в реестр зарегистрированных владельцев сертификатов реквизиты документов, подтверждающих право доверенного лица обращаться за получением сертификата;

2.4.8. требовать от Абонентов обеспечения конфиденциальности ключей электронных подписей, а также уведомления Удостоверяющего центра и Регулятора о нарушении конфиденциальности ключей электронных подписей в течение одного рабочего дня со дня получения информации о таком нарушении;

2.4.9. в течение всего срока действия Соглашения гарантировать заключение с Абонентами договоров, опосредующих создание и выдачу ключей электронных подписей, сертификатов ключей проверки электронных подписей, предоставление средств электронной подписи и иного программного обеспечения, обеспечивающего использование электронной подписи в Системе;

2.4.10. обеспечивает безвозмездную передачу Регулятору и сопровождение программного обеспечения, в случае, когда такое программное обеспечение необходимо для обеспечения работы Системы с ключами электронной подписи и ключами проверки электронной подписи Удостоверяющего центра;

2.4.11. обеспечивать проверку сведений об Абонентах посредством установления факта принадлежности Абоненту предоставляемых им либо его уполномоченным лицом документов, а также посредством установления факта отсутствия явных признаков подделки таких документов;

2.4.12. предоставлять Регулятору актуальные внешние регламенты, правила, порядки, иные нормативные документы Удостоверяющего центра, определяющие порядок создания и выдачи ключей электронной подписи, изготовления, предоставления, прекращения действия (аннулирования) сертификатов, порядок оказания иных услуг Абонентам.

3. ОТВЕТСТВЕННОСТЬ СТОРОН

3.1. Удостоверяющий центр в соответствии с законодательством Российской Федерации несет ответственность за вред, причиненный третьим лицам в результате:

* неисполнения или ненадлежащего исполнения обязательств, вытекающих из настоящего Соглашения, а также договоров оказания услуг Удостоверяющим центром, заключаемых с Абонентами;
* неисполнения или ненадлежащего исполнения обязанностей, предусмотренных действующим законодательством Российской Федерации;

3.2. Ответственность Сторон, не урегулированная положениями настоящего Соглашения, регулируется законодательством Российской Федерации.

3.3. Удостоверяющий центр обеспечивает конфиденциальность персональных данных Абонентов и/или их уполномоченных представителей, вносимых в реестры Удостоверяющего центра.

3.4. Удостоверяющий центр обеспечивает получение от Абонентов и/или их уполномоченных представителей письменных согласий на обработку принадлежащих им персональных данных, которые будут внесены Удостоверяющим центром в сертификаты, а также отражены в реестрах.

4. ПОДТВЕРЖДЕНИЕ ПОДЛИННОСТИ ЭЛЕКТРОННОЙ ПОДПИСИ В СЕРТИФИКАТАХ. ПОДТВЕРЖДЕНИЕ ПОДЛИННОСТИ ЭЛЕКТРОННОЙ ПОДПИСИ В ЭЛЕКТРОННЫХ ДОКУМЕНТАХ.

4.1. Подтверждение подлинности электронной подписи осуществляется Удостоверяющим центром на основании заявлений по форме Приложения №\_\_\_ к настоящему Соглашению.

4.2. Подтверждение подлинности электронной подписи в сертификате осуществляется уполномоченными лицами Удостоверяющего центра (специально утверждаемой Удостоверяющим центром комиссией) с использованием средств Удостоверяющего центра.

4.3. Срок подтверждения электронной подписи не должен превышать \_\_\_ (\_\_\_) дней с момента поступления заявления.

4.4. Результатом подтверждения электронной подписи является заключение в письменной форме, включающее технический отчет, составленный по форме Приложения №\_\_\_ к настоящему Соглашению.

4.5. Подтверждение подлинности электронной подписи в электронном документе, авторство или содержание которого оспаривается, осуществляется на основании заявления на подтверждение подлинности ключа электронной подписи по форме Приложения №\_\_\_ к настоящему Соглашению.

4.6. К заявлению на подтверждение подлинности ключа электронной подписи прикладывается съёмный носитель, содержащий электронный документ, подлинность электронной подписи которого подтверждается.

4.7. Проверка ключа электронной подписи в электронном документе, созданном в Системе, производится Удостоверяющим центром с учетом правил документирования, в соответствии с которыми были созданы электронный документ и/или проверяемый ключ электронной подписи.

4.8. Подтверждение подлинности ключа электронной подписи в электронных документах осуществляется уполномоченными лицами Удостоверяющего центра (специально утверждаемой Удостоверяющим центром комиссией) с использованием средств Удостоверяющего центра.

4.9. Срок подтверждения подлинности электронной подписи в электронном документе составляет не более \_\_\_\_ (\_\_\_\_\_\_) дней с момента поступления заявления.

4.10. Результатом подтверждения подлинности электронной подписи в электронном документе является заключение в письменной форме, включающее технический отчет, составленный по форме Приложения №\_\_\_ к настоящему Соглашению.

4.11. Для целей исполнения своих обязательств по проверке электронной подписи в сертификатах и электронных документах Удостоверяющий центр вправе запрашивать дополнительную информацию.

5. СРОКИ

5.1. Удостоверяющий центр обязуется осуществлять плановую смену ключей электронной подписи и соответствующих им ключей проверки электронной подписи по истечении 1 (Одного) года с даты начала действия соответствующего ключа подписи.

5.2. Срок действия ключей электронной подписи Удостоверяющего центра составляет 3 (Три) года. Начало периода действия ключей электронной подписи исчисляется с даты и времени начала действия сертификата.

5.3. Срок действия сертификата Удостоверяющего центра составляет не более 7 (Семи) лет.

5.4. Срок действия ключа электронной подписи владельца сертификата составляет не более 15 (Пятнадцати) месяцев с даты начала действия сертификата.

5.5. Срок действия сертификата, соответствующего ключу электронной подписи владельца сертификата, составляет не более 15 (пятнадцати) месяцев.

6. ОБСТОЯТЕЛЬСТВА НЕПРЕОДОЛИМОЙ СИЛЫ

6.1. Стороны не несут ответственности за полное или частичное неисполнение предусмотренных настоящим Соглашением обязательств, если такое неисполнение связано с обстоятельствами непреодолимой силы. К таким обстоятельствам, в частности, Стороны относят: стихийные бедствия; природные и промышленные катастрофы; террористические акты; военные действия; гражданские беспорядки; принятие органами государственной власти или органами местного самоуправления актов, содержащих запреты или ограничения в отношении деятельности Сторон по настоящему Соглашению, иные обстоятельства, которые не могут быть заранее предвидены или предотвращены Сторонами и делают невозможным исполнение обязательств Сторон по Соглашению.

6.2. Сторона, для которой создалась невозможность исполнения обязательств по настоящему Соглашению вследствие обстоятельств непреодолимой силы, не позднее трех дней с момента их наступления в письменной форме извещает другую Сторону с приложением документов, удостоверяющих факт наступления указанных обстоятельств.

6.3. Если обстоятельство непреодолимой силы непосредственно повлияло на исполнение обязательств в срок, установленный в настоящем Соглашением, срок исполнения обязательств отодвигается соразмерно времени действия соответствующего обстоятельства, но не более чем на один месяц.

6.4. Если обстоятельства непреодолимой силы будут действовать свыше одного месяца, то каждая из Сторон вправе расторгнуть настоящее Соглашение и в этом случае ни одна из Сторон не вправе требовать возмещения убытков.

6.5. Доказательством наличия обстоятельств непреодолимой силы и их продолжительности является соответствующее письменное свидетельство органов государственной власти Российской Федерации или Торгово-промышленной палаты Российской Федерации.

7. ЗАКЛЮЧИТЕЛЬНЫЕ ПОЛОЖЕНИЯ

7.1. В случае возникновения споров и разногласий Стороны приложат все усилия, чтобы устранить их путем переговоров. Переговорный порядок урегулирования споров и разногласий не исключает права каждой из Сторон на обращение в арбитражный суд.

7.2. Любые изменения и дополнения к Соглашению действительны, если они совершены в письменной форме и подписаны надлежащим образом уполномоченными на то представителями Сторон.

7.3. Настоящее Соглашение составлено в 2-х (двух) экземплярах, имеющих одинаковую юридическую силу, по одному для каждой из Сторон.

7.4. Соглашение вступает в силу с момента его подписания и действует в течение 1 (Одного) лет. Действие Соглашения автоматически продлевается на новый срок, если ни одна из сторон не заявит о его прекращении не позднее чем за месяц до истечения строка действия.

7.5. Регулятор вправе в одностороннем порядке отказаться от исполнения настоящего Соглашения, предупредив об этом Удостоверяющий центр не позднее, чем за 1 (Один) календарный месяц до даты такого отказа.

7.6. Неотъемлемой частью настоящего Соглашения являются следующие приложения:

* \_\_\_\_\_\_;
* \_\_\_\_\_\_;
* \_\_\_\_\_\_;
* \_\_\_\_\_\_.

8. РЕКВИЗИТЫ И ПОДПИСИ СТОРОН

|  |  |
| --- | --- |
| **Регулятор:****Государственный комитет цен и тарифов Чеченской Республики****ИНН / КПП:** 2013428654 / 201601001**Юридический адрес:** 364020, Чеченская республика, г. Грозный, Старопромысловское шоссе, д.42**Почтовый адрес:** 364020, Чеченская республика, г. Грозный, Старопромысловское шоссе, д.7**Телефон:** (8712) 222548, (8712) 223705**Факс (канал связи):** (8712) 222548**E-mail (канал связи):** info@tarif95.ru | **Абонент:** |
| Председатель \_\_\_\_\_\_\_\_\_\_\_\_/Сайханов А.А. | Руководитель \_\_\_\_\_\_\_\_\_\_\_\_/\_\_\_\_\_\_\_\_\_\_\_\_ |